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Abstract of the contribution: In this contribution, some design guidelines for specifying NF services and a way forward for the specification and evaluation of NF services are proposed. Consequently, it is proposed to update the guidelines in Annex A of TS 23.502. 
1. Introduction
In SA2#120, the criteria for evaluation of NF services was discussed in S2-172867. It was agreed in section 7.1.1 of TS 23.501, the following points

An NF service is one type of capability exposed by an NF (NF Service Producer) to other NF (NF Service Consumer) through a service-based interface. One Network Function may expose one or more NF services. Following are criteria for defining NF services:

-
NF services are derived from the information flows that describe end to end functionality, where applicable (see 3GPP TS 23.502 [3], Annex B drafting rules).

-
Complete end to end message flows can be described by a sequence of NF service invocations.
This paper discusses some design guidelines for specifying NF services and proposes a way forward for the specification and definition of NF services.
An example of how the design guidelines can be used to identify NF services (using AMF as example) and how to fit the identified NF service operations into end to end call flow can be seen in the PCR for AMF Services in S2-172943.
The goal is to streamline efforts in SA2 on

· Identifying the NF services and NF service operations.
· Specifying the NF services and NF service operations with enough details, in such a way that it is easy for stage 3 to work on the protocol aspects of the service based interface with a clear understanding of the input and output parameters needed for each service operation and the end to end procedures where the service operations can be used.

2. Discussion
2.1 Design Guidelines for Identifying NF Services
Section 3.1 of TS 23.501 states,

NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.
Section 7.2.1 of TS 23.501 states,
In the context of this specification, an NF service is offering a capability to authorised consumers.

Network Functions may offer different capabilities and thus, different NF services to distinct consumers. Each of the NF services offered by a Network Function shall be self-contained, reusable and use management schemes independently of other NF services offered by the same Network Function (e.g. for scaling, healing, etc).

Based on the highlighted text above, an analysis on design guidelines for identifying network services is given below. 
2.2.1 
Self Containment

Each NF provides multiple functionalities. Each functionality in an NF may operate on a resource / state / internal information stored (i.e context). Operations on a resource / state (i.e context) include Create / Read / Update / Delete.. It is possible to group functionalities of an NF into NF services such that each NF service operates on its own context(s). The NF service operations exposed by each NF service operates on the context(s) of that the NF service. An NF service operation may use the service operations of another NF service to carry out a functionality. This implies that if an NF services requires to create / update / read / delete a context owned by another NF service, it is achieved through NF service operations.
For example in an AMF, the mobility management handling (operating on CM and RM context / state machines) is a separate functionality as compared to transport of NAS messages and AN messages. But the MM functionality uses the NAS message delivery functionality including the NAS security context. Even though there is dependency on the contexts across these two functionality, each functionality operates on its own context. The MM functionality can use the service operations of the NAS message delivery functionality and need not directly access the context(s) used by the NAS message delivery.
Self-containment means each NF service operates on its own set of contexts. The service operations provided by that NF service works on the contexts owned by that NF service. Any NF service operation invocation is not expected to directly modify the context owned by another NF service.

NOTE: How the context(s) are internally stored by the NF are implementation specific.

There is a second aspect to consider for self-containment. As per the overall agreed 5GC architecture, there are some interfaces which are not service based. Examples are N1, N2 and N4. However when an NF terminates a non-service based interface, messages received on that interface can result in invoking a NF service within that NF. The NF services in such NFs should be defined such that, the non-service based interface is terminated at most in one NF service only. Doing the non SBA protocol termination across more than one NF service may soon result in cross NF service dependency causing race conditions across the NF services and could result in breaking self-containment guideline. As an example, the AMF service for communicating with the UE and the AN using N1 and N2 respectively terminates N1 and N2. Similarly the SMF service for managing the PDU sessions terminates the N4 interface to create, modify, delete N4 sessions and the packet flow rules on the UPF. Even if there are more than 1 NF service in an SMF, all the communication with the UPF are funnelled through this PDU session management service that terminates N4.
In summary the following design guidelines with respect to self-containment needs to be considered for NF services identification:

· Each NF service operates on its own set of context(s).

· Any direct access of a context owned by a NF service are only made by the service operations of that NF service. Services provided by the same NF can communicate internally within the NF.
· It is better to couple a non-service based interface with at most one NF service in an NF.

2.2.2
Reusable

A NF service becomes reusable when the NF service operations exposed by the NF service can be used by many types of Network Functions without requiring to define new interactions and procedures towards that interface. Hence the following guideline should be considered for specifying service operations exposed by the NF service.
· NF Service operations should be specified such that other NF can potentially invoke them in future, if required. 
· To increase reusability of service operations, some functionality variants/adaptations may be required when the operation is invoked (e.g. by means of input parameters).
· Using clause 4 of TS 23.502, the end to end call flows in which the NF service operations can be used should be considered, and based on that the input parameters and output parameters be clearly listed.

2.2.3
Use Independent Management Schemes

The definition of independent management schemes for each NF service are in SA5 remit. However the NF services should be defined such that they are loosely coupled so that SA5 is able to define independent management schemes (like upgrade) on them. 
3. Conclusion and Proposal

Based on the guidelines described above, it is proposed that

1. Normative PCRs on TS 23.502 be written such that

a. One PCR per NF for identifying and evaluating the NF services of that NF

b. The discussion part of the PCR should clearly identify the guidelines and rationale followed for identifying the NF services and NF service operations proposed in that PCR.

c. The discussion part of the PCR explains the list of end to end call flows each NF service operation can be used. This will later provide reference for updating the end to end call flows in future meetings.

d. Based on the end to end call flows identified above, the normative section of the PCR should list all the input and output parameters so that it is clear which parameters are used for which call flows.
2. Normative PCRs on TS 23.501 to then update the tables under section 7.2 with references to the above specified NF services in TS 23.502.
3. It is proposed to update Annex of TS 23.502 with the above design guidelines so that they can be used as reference for identification of NF services in future.
* * * First Change * * *
A.x
Design Guidelines for NF Services
3GPP TS 23.501[2] clause 7.1.1 defines the criteria for defining the NF services. The following sub-clauses identify the design guidelines that shall be considered for identifying the NF services.

A.x.1
Self-Containment
The following design guidelines are used for identifying self-contained NF services.
· Each NF service operates on its own set of context(s). A context refers to a state or a software resource or an internal data storage. The NF service operations can create, read, update or delete the context(s).
· Any direct access of a context(s) owned by a NF service is be made by the service operations of that NF service. Services provided by the same NF can communicate internally within the NF.
· A non-service based interface is terminated at most with one NF service in an NF.

A.x.2
Reusability

The following design guidelines are used for specifying NF services to be reusable.
· NF Service operations are specified such that other NF can potentially invoke them in future, if required.
· The service operations may be usable in multiple system procedures specified in clause 4 of this specification. In such cases, some functionality variants/adaptations may be required when the operation is invoked (e.g. by means of input parameters).
· Using clause 4 of TS 23.502, the system procedures in which the NF service operations can be used are considered, and based on that the parameters for the NF service operations are clearly listed.
NOTE: It is possible that, when mapping an end to end call flow to service based architecture, one step in the call flow may map to multiple NF service operation invocations. This specification clearly identifies each NF service operation invocation in the call flow. Protocol optimization of multiple NF service operation invocations are left for stage 3 consideration.
A.x.3
Use Independent Management Schemes

The mechanisms for independent management schemes are not in scope of this specification.
A.x.4
Independent Logic

The following design guidelines are considered for modelling NF functional logic into NF services.

· If the functionalities of an NF can be logically grouped together into fairly independent functionality, then such independent functionality can be defined as an NF service.
* * * End of Changes * * *
3GPP

SA WG2 TD


